If you are having a problem displaying specific media in Internet Explorer 9 or above, and you are still having a problem even after click “Show All Content” when prompted, the following may be a solution. Please note that neither Microsoft nor University of St Augustine, suggest lower the security settings of your browser as suggested in this article.
If you are using Internet Explorer version 8 or below, please consider upgrading.
The blocking of unsecure content is a security feature supported by Microsoft, Firefox and Google, unprotecting your browser is done at the risk of the user and should only be done on sites where there is a reasonable expectation that there is no malicious or deviant code present. Microsoft does not recommend that you unblock the security prompt as described below and it should never be done for all site (i.e. those in the “Internet” security zone). If you would prefer a slightly more discriminant approach then that present below, another option is to designate “My.USA.edu” as a “Local Intranet” site and disable the prompt for the “Local Intranet” security zone instead of “Trusted” Sites.
[bookmark: _GoBack]To prevent the “Only secure content is displayed” message from appearing and potentially blocking media while on my.usa.edu, please follow the three steps below:

Set https://my.usa.edu/ as a “Trusted Site”  (***Only Trusted Sites Should be in Trusted Sites, so please have discretion over which sites you include in this security zone.)
1. Start Internet Explorer
2. On the Tool menu, click Internet Options.
3. Click the Security Tab
4. Under Trusted Site, click the “Sites”
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5. Type https://my.usa.edu into the box and click “Add”
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To Disable/Enable/Prompt the “Only secure content is displayed” message:
1. Start Internet Explorer.
2. On the Tool menu, click Internet Options.
3. Click the Security tab, and then click Custom level.
[image: ]
4. In the Settings box, scroll down to the Miscellaneous section, and under Display mixed content choose from the following options: (Select Enable)

Disable, will not display non-secure items.
Enable, will always display non-secure items without asking
Prompt, will prompt you when a webpage is using non-secure content
5. Click OK to save the change.

Restart Internet Explorer
1. For your new setting to take effect you must close IE explorer completely (All open windows) and restart the browser.
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